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ABSTRACT (Bahasa Malaysia)

Dunia digital kini telah lebih maju daripada dekad yang sebelum ini kerana ciptaan dan inovasi yang dibawa melalui perkembangan yang kompleks dalam bidang perkomputeran. Penyelesaian teknologi digital telah terkimpal di dalam kehidupan seharih kita, pembocoran atau kehilangan teknologi maklumat akan membawa kerugian dan malapetaka kepada penguna teknologi tersebut. Dengan keupayaan dan liputan ruang siber yang luas ini telah mewujudkan satu jenayah baru yang dikenali sebagai Jenayah Siber. Seiring dengan perkembangan teknologi maklumat dan jenayah siber, satu soalan utama telah dibangkitkan oleh golongan professional dan pegawai penguatkuasa, “Apakah kaedah yang paling konkrit dan berkesan untuk mendakwa penjenayah siber?” “ Untuk menjawab soalan ini, forensic computer prosedur dan undang-undang siber telah diperkenalkan dan dilaksanakan”. Prosedur forensic komputer di Malaysia masih diperingkat awal dan tidak mempunyai kaedah dan prosedur yang seragam dalam kaedah penyiasatan, antara masalah-masalah yang wujud di dalam jenayah siber adalah seperti bukti yang tidak mencukupi, kaedah “live forensik” yang tidak menepati peraturan, forensic computer dan standard operasi yang tidak seragam. Dengan ketiadaan alat mudah alih yang canggih and mudah digunakan untuk menjalankan “live forensik” pegawai penyiasat forensik digital mengalami masalah seperti bukti “live forensik” tidak dapat dikumpul secara formal atau bukti yang dikumpul tercemar.

Objectif kajian ini adalah untuk memperkenalkan modal forensik digital yang baru. Modal baru yang diperkenalkan adalah untuk memberi tumpuan kepada “live forensic” dan juga “SOP” penyiasatan forensik digital yang kukuh. Untuk memudahkan tugas penyiasatan dan proses pengekstraksian maklumat di lokasi jenayah, satu aplikasi yang berbentuk “GUI” dan mudah alih akan dibangunkan. Dengan kewujudan model dan aplikasi yang berorentasikan “GUI” ini di dalam process penyiasatan forensik digital di Malaysia akan secara langsung manjadikan tugas pegawai penyiasat dan process penyiasatan lebih produktif dan maningkatkan kebolehan dalam pegawai operasi untuk mencari bukti digital yang kukuh dah memperolehnya dengan cara yang paling mudah.
ABSTRACT (English)

The digital world has advanced beyond that was imaginable decades before due to the inventions and innovations brought forth through developments in the complex field of cybertronics. These digital technologies and solutions are now so welded into our lives that the loss or absence of it may possibly mean utter catastrophe to mankind. The computer distinguishes itself and provides a better advantage by presenting the ability to interact with the user via the keyboard and its processed output. The cyberspace with the limitless capabilities it holds made innumerable lives easier as well as more difficult with a dark side known as digital crime. Therefore, due to the growing sophistication of digital crime, the ultimate question raised by professionals and enforcement officers is “What is the most concrete and effective method to prosecute digital criminals?” To answer this question, computer forensic procedures and cyber law have been introduced and implemented. The digital forensics regulation in Malaysia is still in the initial stages not having concise methods and standardized procedures in cybercrime investigation, no attention is being paid over the fragile evidence as live forensic stage is missing in the current digital forensic standard operating procedure. No portable live forensic tool currently being used by digital forensic investigator in Malaysia at the crime scene. The objective of this research is to introduce a new digital forensic model which focuses on live forensic data acquisition stage in digital forensic standard operating procedure and also to develop a handy GUI oriented live forensic data acquisition tool. The methodology used in validating the model and the tool will be by the digital forensic expert user from Malaysia and India. With the existence of this digital forensic model and digital live forensic tool the Malaysian digital forensic investigators will be more productive in accessing the crime scene and also able to effectively acquire the live data and proceed into solving the case.
ABSTRACT (Arabic)

لقد تقدم العالم الرقمي وراء ما كان يمكن تصورها قبل عقود بسبب الاختراعات والابتكارات لأخرج من خلال التطورات في مجال نسبي من cybertronics.

والآن هذه التقنيات الرقمية والحلول المرتبطة بشكل أساسي حتى في حياتنا فأن خسارتها أو عدم وجودها قد يعني كارثة ربما من المنطقت للشركة إلكترونتريبيز نفسه، وتتوفر أفضل المزايا من خلال تقديم النشر على التفاعل مع المستخدم عبر لوحة المفاتيح واتنافها واعطائها في الفضاء الإلكتروني مع قدرات لا حدود لها جعلت من حياة البشر أسهل وفي نفس الوقت كذلك أصبح عن طريق الجانب المظلم الذي يعرف بالجريمة الرقمية. ويرجع ذلك إلى التطور المتزايد للجريمة الرقمية والسؤال الجوهري الذي يفرض نفسه من قبل المتخصصين والمسؤولين عن تنفيذها هو "ما هو الأسلوب الأكثر ملمسية وفعالية لمحاكاة مجري الرقمية؟" للاجابة على هذا السؤال، فقد تم إدخال الكمبيوتر في إجراءات الطب الشرعي وقانون الإنترنت وتنفيذها.

تنظم الطب الشرعي الرقمي في ماليزيا لا يزال في مرحلة الأولية لعدم وجود طرق مختصرة وإجراءات موحدة في تحقيق الجرائم الإلكترونية. فلا يوجد أي اهتمام على نوعية الأدلة البشريه كما يعشق المرحلة الشرعية المفقودة في الطب الشرعي الرقمي الحالي. إجراءات تشغيل قياسية لا يوجد اداة محفزة للبحث في الطب الشرعي المستخدمة حاليا من قبل المحققين من الطب الشرعي الرقمي في ماليزيا في مسرح الجريمة. والهدف من هذا البحث هو تقديم نموذج جديد في الطب الشرعي الرقمي الذي يركز على الأدلة الحية في الطب الشرعي أثناء مرحلة الحصول على البيانات الرقمية. الطب الشرعي يدور على بيانات الطب الشرعي المهنية، التشغيل القياسية أيضاً تطور واجهة المستخدم الرسومية المرجعية بادية للحصول على بيانات الطب الشرعي المعروفة المستخدمة في التحقق من صحة النموذج والأدلة ستكون من قبل الخبر المستخدم للطب الشرعي الرقمي من ماليزيا والهند، مع وجود هذا النموذج في الطب الشرعي الرقمي والأدلة الخاصة يمكن للحصول على نموذج تفتيش وتعليم المحققين الأمثلة والإخراج. و تكون أكثر إنتاجية في الوصول إلى مسرح الجريمة، وقائدة أيضاً على نحو فعال للحصول على بيانات حية، والشروع في حل هذه القضية.
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GLOSSARY

**AccessData**: A leading provider of computer forensic software tools such as FTK and UTK.

**Active Data**: Data existing on the data and file storage media of computer systems. Active data are easily viewed on the operating system or application software that were used to create it and is directly available to users without un-deletion, alteration, or restoration.

**Active Records**: Those records related to current, ongoing or in-process activities and are referred to on a regular basis to respond to day-to-day operational requirements. An active record resides in native application format and is accessible for purposes of business processing with no restrictions on alteration beyond normal business rules.

**Acquisition**: A process by which digital evidence is duplicated, copied, or imaged.

**AES**: Advanced Encryption Standard.

**Analysis**: The third phase of the computer and network forensic process, which involves using legally justify able methods and techniques, to derive useful information that addresses the questions that were the impetus for performing the collection and examination.

**Anti-Forensic**: A technique for concealing or destroying data so that others cannot access it.

**Archival Data**: Data that is not immediately available to the computer user but that the organization preserves for storage and record keeping purposes, often stored on CD-ROMs, tapes, or other electronic storage devices.

**Array**: An enumerated collection of identical entities.

**BIOS**: Basic Input Output System. The set of routines stored in read-only memory that enable a computer to start the operating system and to communicate with the various devices in the system such as disk drives, keyboard, monitor, printer, and communication ports.

**Bit**: A binary digit having a value of 0 or 1.

**Bit Map**: Provides information on the placement and color of individual bits and allows the creation of characters or images by creating a picture composed of individual bits (pixels).
**Bit Stream Backup:** Bit stream backups (also referred to as mirror image backups) involve the backup of all areas of a computer hard disk drive or another type of storage media. Such backups exactly replicate all sectors on a given storage device. Thus, all files and ambient data storage areas are copied. Bit stream backups are sometimes also referred to as “evidence grade” backups and they differ substantially from traditional computer file backups and network server backups.

**Bit Stream Imaging:** A bit-for-bit copy of the original media, including free space and slack space. Also known as disk imaging.

**Byte:** A group of eight bits that is treated either as a single entity or as an array of 8 individual bits.

**Computer Evidence:** Computer evidence is rather unique when compared to other forms of more traditional documentary evidence. Unlike paper documentation, computer evidence is extremely fragile and it occurs in the form of an identical copy of a specific document that is stored in a computer file. In addition, the legal “best evidence” rules differ for the processing of computer evidence. However, there is the potential for unauthorized copies to be made of important computer files without leaving behind a trace that the copy was made. Computer evidence is not limited to data stored in computer files, rather most relevant computer evidence is uncovered in uncommonly known locations. For example, on Microsoft Windows and Windows NT-based computer systems, large quantities of evidence can be found in the Windows swap files or Page Files. In addition, computer evidence can also be uncovered in file slack and unallocated file space.

**Collection:** The first phase of the computer and network forensics process, which involves identifying, labeling, recording, and acquiring data from the possible sources of relevant data, while following guidelines and procedures that preserve the integrity of the data.

**Collision:** For a given function, a pair of distinct input values that yield the same output value.

**Digital Forensics:** The application of science to the identification, collection, examination, and analysis, of data while preserving the integrity of the information and maintaining a strict chain of custody for the data.

**Discovery:** Discovery is the process of identifying, locating, securing and producing information and materials for the purpose of obtaining evidence for utilization in the legal process. The term is also used to describe the process of reviewing all materials which may be potentially relevant to the issues at hand or which may need to be disclosed to other parties, and of evaluating evidence to prove or disprove facts, theories or
allegations. There are several ways to conduct discovery, the most common of which are interrogatories, requests for production of documents and depositions.

**Disc wipe**: Utility that overwrites existing data. Various utilities exist with varying degrees of efficiency some wipe only named files or unallocated space of residual data, thus unsophisticated users who try to wipe evidence may leave behind files of which they are unaware.

**Disk Imaging**: Generating a bit-for-bit copy of the original media, including free space and slack space. Also known as a bit stream image.

**Disk Mirroring**: When files are stored on a computer system’s hard disk, a “mirror” copy is made on an additional hard disk or a separate part of the same disk to safeguard information in the case of a disaster.

**Documentation**: Written notes, audio/videotapes, printed forms, sketches, or photographs that form a detailed record of the scene, evidence recovered, and actions taken during the search of the scene.

**Encase**: A leading industry standard in computer forensic investigation technology. Encase allows investigators to acquire data in a forensically sound manner, and to analyze multiple platforms—Windows, Linux, AIX, OS X, Solaris using a single tool.

**Encryption**: The automated process of hiding data so that no unauthorized people can access them; this is done by means of a procedure (algorithm) and a key. Decryption is the reverse process.

**ESDI (Enhanced Small Device Interface)**: A defined, common electronic interface for transferring data between computers and peripherals, particularly disc drives.

**Evidence**: Testimony whether oral, documentary or real, which may legally be received to prove or disprove some fact in dispute.

**Examination**: The second phase of the computer and network forensics process, which involves forensically processing large amounts of collected data using a combination of automated and manual methods to assess and extract data of particular interest, while preserving the integrity of the data.

**Extended Partitions**: If a computer hard drive has been divided into more than four partitions, extended partitions are created. Under such circumstances each extended partition contains a partition table in the first sector that describes how it is further subdivided.

**Forensics**: Computer forensics is the scientific examination and analysis of data held on, or retrieved from, computer storage media in such a way that the information can be used
as evidence in a court of law. It may include the secure collection of computer data; the examination of suspect data to determine details such as origin and content; the presentation of computer based information to courts of law; and the application of a country’s laws to computer practice. Forensics may involve recreating “deleted” or missing files from hard drives, validating dates and logged in authors or editors of documents, and certifying key elements of documents or hardware for legal purposes.

Harvesting: The process of retrieving or collecting electronic data from storage media or devices; an EDiscovery vendor “harvests” electronic data from computer hard drives, file servers, CDs, and backup tapes for processing and load to storage media or a database management system.

Hash: An algorithm that creates a value to verify duplicate electronic documents. A hash mark serves as a digital thumb print.

IP address (Internet Protocol Address): A string of four numbers separated by periods used to represent a computer on the Internet—a unique identifier for the physical location of the server containing the data.

MD5 Hash: An algorithm created in 1991 by Professor Ronald Rivest that is used to create digital signatures (i.e., fingerprints) of storage media such as a computer hard drive. When this algorithm is applied to a hard drive then it creates a unique value. Changing the data on the disk in any way will change the MD5 value.

Message Authentication Code (MAC): A bit string of fixed length, computed by a MAC generation algorithm, that is used to establish the authenticity and, hence, the integrity of a message.

Message Digest: A hash that uniquely identifies data. Changing a single bit in the data stream used to generate the message digest will yield a completely different message digest.

Metadata: Metadata are information about a particular data set or document which describes how, when and by whom it was collected, created, accessed, modified and how it is formatted. Can be altered intentionally or inadvertently. Can be extracted when native files are converted to image. Some metadata, such as file dates and sizes, can easily be seen by users; other metadata can be hidden or embedded and unavailable to computer users who are not technically adept. Metadata are generally not reproduced in full form when a document is printed.

Operating System (OS): An Operating system provides the software platform which directs the overall activity of a computer, network or system, and on which all other software programs and applications can run. In many ways, choice of an operating system will effect which applications can be run. Operating systems perform basic tasks, such as recognizing input from the keyboard, sending output to the display screen,
keeping track of files and directories on the disc and controlling peripheral devices such as disc drives and printers. For large systems, the operating system has even greater responsibilities and powers—becoming a traffic cop to makes sure different programs and users running at the same time do not interfere with each other.

**RAM (Random Access Memory):** Hardware inside a computer that retains memory on a short term basis and stores information while the computer is in use. It is the “working memory” of the computer into which the operating system, startup applications and drivers are loaded when a computer is turned on, or where a program subsequently started up is loaded, and where thereafter, these applications are executed. RAM can be read or written in any section with one instruction sequence. It helps to have more of this “working space” installed when running advanced operating systems and applications. RAM content is erased each time a computer is turned off.

**Steganography:** The art and science of communicating in a way that hides the existence of the communication. It is used to hide a file inside another. For example, a child pornography image can be hidden inside another graphic image file, audio file, or other file format.
<table>
<thead>
<tr>
<th>Acronym</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>ADS</td>
<td>Alternate Data Stream</td>
</tr>
<tr>
<td>ARIN</td>
<td>American Registry for Internet Numbers</td>
</tr>
<tr>
<td>ARP</td>
<td>Address Resolution Protocol</td>
</tr>
<tr>
<td>ASCII</td>
<td>American Standard Code for Information Interchange</td>
</tr>
<tr>
<td>ATA</td>
<td>Advanced Technology Attachment</td>
</tr>
<tr>
<td>BIOS</td>
<td>Basic Input/Output System</td>
</tr>
<tr>
<td>CCIPS</td>
<td>Computer Crime and Intellectual Property Section</td>
</tr>
<tr>
<td>CD</td>
<td>Compact Disc</td>
</tr>
<tr>
<td>CD-R</td>
<td>CD-Recordable</td>
</tr>
<tr>
<td>CD-ROM</td>
<td>CD-Read Only Memory</td>
</tr>
<tr>
<td>CD-RW</td>
<td>CD-Rewritable</td>
</tr>
<tr>
<td>CDFS</td>
<td>CD File System</td>
</tr>
<tr>
<td>CFI</td>
<td>Computer and Financial Investigations</td>
</tr>
<tr>
<td>CFRDC</td>
<td>Computer Forensics Research and Development Center</td>
</tr>
<tr>
<td>CFTT</td>
<td>Computer Forensics Tool Testing</td>
</tr>
<tr>
<td>CMOS</td>
<td>Complementary Metal Oxide Semiconductor</td>
</tr>
<tr>
<td>CVE</td>
<td>Common Vulnerabilities and Exposures</td>
</tr>
<tr>
<td>DoD</td>
<td>Department of Defense</td>
</tr>
<tr>
<td>DVD</td>
<td>Digital Video Disc or Digital Versatile Disc</td>
</tr>
<tr>
<td>DVD-R</td>
<td>DVD-Recordable</td>
</tr>
<tr>
<td>DVD-ROM</td>
<td>DVD-Read Only Memory</td>
</tr>
<tr>
<td>DVD-RW</td>
<td>DVD-Rewritable</td>
</tr>
<tr>
<td>ESP</td>
<td>Encapsulating Security Payload</td>
</tr>
<tr>
<td>ext2fs</td>
<td>Second Extended File system</td>
</tr>
<tr>
<td>ext3fs</td>
<td>Third Extended File system</td>
</tr>
<tr>
<td>FAT</td>
<td>File Allocation Table</td>
</tr>
<tr>
<td>FBI</td>
<td>Federal Bureau of Investigation</td>
</tr>
<tr>
<td>FIPS</td>
<td>Federal Information Processing Standards</td>
</tr>
<tr>
<td>F.I.R.E.</td>
<td>Forensic and Incident Response Environment</td>
</tr>
<tr>
<td>FISMA</td>
<td>Federal Information Security Management Act</td>
</tr>
<tr>
<td>FTP</td>
<td>File Transfer Protocol</td>
</tr>
<tr>
<td>GB</td>
<td>Gigabyte</td>
</tr>
<tr>
<td>GUI</td>
<td>Graphical User Interface</td>
</tr>
<tr>
<td>HFS</td>
<td>Hierarchical File System</td>
</tr>
<tr>
<td>HPA</td>
<td>Host Protected Area</td>
</tr>
<tr>
<td>HPFS</td>
<td>High-Performance File System</td>
</tr>
<tr>
<td>HTCIA</td>
<td>High Technology Crime Investigation Association</td>
</tr>
<tr>
<td>HTTP</td>
<td>Hypertext Transfer Protocol</td>
</tr>
<tr>
<td>IACIS</td>
<td>International Association of Computer Investigative Specialists</td>
</tr>
<tr>
<td>Acronym</td>
<td>Description</td>
</tr>
<tr>
<td>---------</td>
<td>-------------</td>
</tr>
<tr>
<td>ICMP</td>
<td>Internet Control Message Protocol</td>
</tr>
<tr>
<td>IDE</td>
<td>Integrated Drive Electronics</td>
</tr>
<tr>
<td>IDS</td>
<td>Intrusion Detection System</td>
</tr>
<tr>
<td>IGMP</td>
<td>Internet Group Management Protocol</td>
</tr>
<tr>
<td>IM</td>
<td>Instant Messaging</td>
</tr>
<tr>
<td>IMAP</td>
<td>Internet Message Access Protocol</td>
</tr>
<tr>
<td>IOS</td>
<td>Internetwork Operating System</td>
</tr>
<tr>
<td>IP</td>
<td>Internet Protocol</td>
</tr>
<tr>
<td>IPsec</td>
<td>Internet Protocol Security</td>
</tr>
<tr>
<td>ISO</td>
<td>International Organization for Standardization</td>
</tr>
<tr>
<td>ISP</td>
<td>Internet Service Provider</td>
</tr>
<tr>
<td>IT</td>
<td>Information Technology</td>
</tr>
<tr>
<td>JPEG</td>
<td>Joint Photographic Experts Group</td>
</tr>
<tr>
<td>KB</td>
<td>Kilobyte</td>
</tr>
<tr>
<td>MAC</td>
<td>Media Access Control</td>
</tr>
<tr>
<td>MAC</td>
<td>Modification, Access, and Creation</td>
</tr>
<tr>
<td>MB</td>
<td>Megabyte</td>
</tr>
<tr>
<td>MD</td>
<td>Message Digest</td>
</tr>
<tr>
<td>MMC</td>
<td>Multimedia Card</td>
</tr>
<tr>
<td>MS-DOS</td>
<td>Microsoft Disk Operating System</td>
</tr>
<tr>
<td>NFAT</td>
<td>Network Forensic Analysis Tool</td>
</tr>
<tr>
<td>NIJ</td>
<td>National Institute of Justice</td>
</tr>
</tbody>
</table>
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